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Abstract: Solution for support of traffic detection and QoS mapping for RTP multiplexing is proposed in this contribution. 
1. Introduction
In the agreed Key Issue #4 as shown below, the objective is to study how to perform the traffic detection and QoS Flow mapping for different media types multiplexed data flows within a single end-to-end transport connection.
- How to identify multiplexed traffic flows with different QoS requirements within a single transport connection.
- How to do QoS Flow mapping for traffic flows with different QoS requirements.
- Whether and what information needs to be provided from AF for traffic detection.
- Whether and how AF provides QoS requirements of different traffic flows to the 5GS.
RTP multiplexing is widely used in the industry. This paper intends to provide support of multiplexed media traffic handling. 
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-70.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc148498813]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System Architecture for the 5G System (5GS); Stage 2".
[3]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[4]	3GPP TS 23.503: "Policies and Charging control framework for the 5G System; Stage 2".
[5]	IETF RFC 3711: "The Secure Real-time Transport Protocol (SRTP)", March 2004.
[6]	IETF RFC 6904: "Encryption of Header Extensions in the Secure Real-time Transport Protocol (SRTP)".
[7]	IETF RFC 9335: "Completely Encrypting RTP Header Extensions and Contributing Sources".
[8]	IETF draft-ietf-avtcore-rtp-over-quic: "RTP over QUIC (RoQ)".
[9]	IETF draft-ietf-moq-transport: "Media over QUIC Transport".
[10]	IETF experimental draft-ietf-avtext-framemarking: "Frame Marking RTP Header Extension".
[X]	IETF RFC 3550: "RTP: A Transport Protocol for Real-Time Applications", July 2003.
[Y]	IETF RFC 8872: " Guidelines for Using the Multiplexing Features of RTP to Support Multiple Media Streams ", Jan 2021.
[Z]	IETF RFC 5761: " Multiplexing RTP Data and Control Packets on a Single Port", April 2010.
Editor’s note:	References [8], [9] and [10] cannot be formally referenced until published as RFC.

* * * * Second change * * * *
[bookmark: _Toc500949097][bookmark: _Toc92875660][bookmark: _Toc93070684][bookmark: _Toc97036718]6.X	Solution #X: Support of traffic detection and QoS mapping for RTP multiplexing
6.X.1	Key Issue mapping
This solution is for Key Issue #4, which address the traffic detection and QoS flow mapping for multiplexed data flows, including:
- How to identify multiplexed traffic flows with different QoS requirements within a single transport connection.
- How to do QoS Flow mapping for traffic flows with different QoS requirements.
- Whether and what information needs to be provided from AF for traffic detection.
- Whether and how AF provides QoS requirements of different traffic flows to the 5GS.
6.X.2	Description
In case of RTP multiplexing, there are different scenarios where multiplexed media flows with different QoS requirements can be detected via different multiplexing fields as: 
-	For RTP streams multiplexed in an RTP session [X], the Synchronization Source (SSRC) is used to identify the source of a stream of RTP packets, when multiplexing the RTP streams in the RTP sender and de-multiplex the RTP streams in the RTP receiver side. In this case, the SSRC in the RTP header can be used as the multiplexing field to differentiate the RTP stream(s) with different QoS requirements and map them into different QoS Flows for different QoS handling. For Example, multiple RTP streams are used to carry different layers of a layered encoding [Y]. 
[image: ]
Figure 6.X.2-1 SSRC format in the RTP header[X]
-	The Payload Type in the RTP header can be used to differentiate the RTP streams carrying different media payload type (e.g. audio vs. video), while media streams of different payload types may require different QoS handlings. The payload type field in the RTP header can be used as the multiplexing field to differentiate the media streams with different QoS requirements and map them into different QoS Flows for different QoS handling. 
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Figure 6.X.2-2 Payload Type in the RTP header[X]
-	In case of multiplexing RTP and RTCP in a single port [Z], the combination of RTP M bit and the RTP payload type occupy the same position in the RTCP packet as the RTCP packet type field. This field can be used to distinguish the RTP and RTCP packets, e.g. the values or value range of this field is different for RTP and RTCP packets. Therefore, this field can be used as the multiplexing field to differentiate the RTP packets and RTCP packets with different QoS requirements and map them into different QoS Flows for different QoS handling.
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Figure 6.X.2-3 M & Payload Type in RTP header[X]
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Figure 6.X.2-4 Packet Type in RTCP header[X]
In order to support the mixed traffic handling, the multiplexing field is needed to assist UPF/UE for traffic detection and QoS Flow mapping, e.g., the SSRC, payload type, M bit in the RTP header and also the packet type in the RTCP header as discussed in the above. The existing PCC and QoS framework can be reused for the traffic detection and QoS Flow mapping with the following additions.
Editor’s Note: Additional multiplexing fields for other multiplexing traffic handling for RTP or other protocols are FFS.
1. The Multiplexing Fields used by the media flow can be provisioned by the third-party AF together with the flow description and the QoS requirements corresponding to the media flow.
2. The PCF adds the Multiplexing Fields to the Protocol Description Information when it generates the PCC rule with the Service Data Flow filter and corresponding QoS parameters based on the AF input and/or operator’s local configuration. 
2.	The SMF forwards the Multiplexing Fields when it generates and provides the corresponding QoS Rule to the UE and N4 rules to the PSA UPF during the PDU Session Modification procedure. Towards the UE, the Multiplexing Fields is sent in the Protocol Description associated to a QoS Rule. Towards the UPF, the Multiplexing Fields is provided in the Packet Detection Information of the PDR. 
3.	For Uplink traffic, the UE, based on the Multiplexing Fields in the Protocol Description and Packet Filter in the QoS Rule, maps the multiplexed media flow into the corresponding QoS Flow.
4.	For Downlink traffic, the UPF, based on the Packet Detection Information (containing existing information and Multiplexing Fields) in the PDRs in N4 Rules, maps the multiplexed media flow into the corresponding QoS Flow.
6.X.3	Impacts on services, entities and interfaces
PCF:
-	Receive the Multiplexing Fields from AF and add the Multiplexing Fields to the Protocol Description Information when generating PCC rule.
SMF:
-	Receive the Multiplexing Fields in the Protocol Description Information of a PCC rule and forwarding it to the UE in the Protocol Description associated to the QoS Rule and in the Packet Detection Information of the PDR to the UPF.
UE:
-	UL traffic detection based on the Multiplexing Fields in the Protocol Description in addition to the Packet Filter in the QoS Rule.
UPF:
-	DL traffic detection based on the Multiplexing Fields in addition to existing information in the Packet Detection Information.
* * * * End of changes * * * *
3GPP
SA WG2 TD

image2.png
0 1 2 3
01234567890123456789012345678901
e B s A
[v=2|P|X| cC M| PT | sequence number
B L A
| timestamp

| contributing source (CSRC) identifiers
| .

s T I Amaat

e e .




image3.png
0 1

2

3

01234567890123456789012345678901

B e e L e St S
lv=2|p[x] cc |m
B e e L e St S

sequence number

| timestamp
s L A B A
| synchronization source (SSRC) identifier

s

| contributing source (CSRC) identifiers

B s S

e

e

T

b=ttt
\
\

e




image4.png
0 1 2 3
01234567890123456789012345678901

R e ot
lv=2|P|x| sequence number
R et

| timestamp

A S e
| synchronization source (SSRC) identifier

B e e e
| contributing source (CSRC) identifiers

B T




image5.png
0

0123456

Ft bttt
header |V=2/P| RC





